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1 Introduction
1.1 Scope

This guide describes how to install MS SQL Server 2014 SP2 software for use as a database platform with Chromeleon 7.2 SR5 and higher.
The screenshots are based on the Windows 2012 R2 Server operating system and MS SQL Server 2014 SP2.

Note: This document provides instructions for installing a new instance of MS SQL Server 2014 SP2 using the SQL Server setup installation wizard. It observes the basic fundamentals of security and performance. Thermo Fisher Scientific cannot guarantee that this will meet the needs of all customers. 
Note: The following instructions are only valid for an operating system where no versions of SQL Server have been installed previously. 

1.2 Target Audience

In most cases the customer will provide a preinstalled database platform to be used when installing Chromeleon.

The aim of this guide is to provide installation instructions for experienced Thermo Fisher Scientific service and support staff, in case of the following:
· The customer cannot provide a preinstalled database platform. 
· The customer wishes Thermo Fisher Scientific to install MS SQL Server 2014 SP2 as the database platform for Chromeleon on a blank operating system where no versions of SQL Server have been installed previously.
This document also serves as a reference for customers who are planning to install a Chromeleon 7.2 SR5 domain, including system owners, quality managers, and IT professionals.
Note: A representative of the customer’s IT department should be present during the tasks described in the Scope section. This ensures that: 

(i) Thermo Fisher Scientific staff receive the necessary assistance when needed, e.g. when using/creating accounts with administrator privileges.

(ii) The customer’s IT staff gain an understanding of the infrastructure behind the Chromeleon installation.
1.3 Related Documents

The Installation (Documentation) Compass (CM7ID_010) provides the following information: 

· An overview of the available Chromeleon 7 installation documents

· Conventions used throughout the documentation, such as formatting and numbering

· Information on how the documents are distributed

· Trademark and copyright information

The Resources and IT Infrastructure Plan (CM7ID_150) is a confidential, project-specific document that serves as a single point of reference for all customer-specific information (such as paths, user accounts, passwords, etc.) and must be used during a networked Chromeleon installation.
Tip: The glossary section in the online help explains Chromeleon-specific terms and common abbreviations used throughout the documentation. 
1.4 Checklist

This document contains space for documenting installation/configuration steps. Some sections/appendices will need to be reproduced for each computer/server that is installed/configured. When these sections are filled in (and when the document is signed), the document serves as an installation checklist, in other words as documented evidence that the installation/configuration steps described in the document (and in any applicable Project Specific Documents) were followed. Any deviations from the specified procedure or failure of one or more process steps must be documented in the checklist.
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 Caution: Do not enter passwords and other confidential details into the checklists. Such details may only be recorded in the Resources and IT Infrastructure Plan, which is confidential.

The checklist areas are highlighted with a dedicated background color for easy visual identification during QA review. An example is shown below.

	<Example Checklist Item>

( OK
The steps were performed as described.

( N.A.
The steps are not applicable for this installation.

( DEV
The steps were performed with (minor) deviations (that should not affect the overall result). 

Comment or an additional Deviation/Failure Report (CM7ID_900) is required.

( FAIL
The steps failed. Comment or an additional Deviation/Failure Report (CM7ID_900) is required.

( D/F Report
The in-line comment area is too small, the deviation or failure is described in an additional report.


1.5 Computer Identification

Identify the computer (server) on which the installation is performed.

	Computer (Server) Identification

	Fill in details identifying the computer (e.g. “Computer name”, domain, brand, S/N) as required by the customer.




2 Important Prerequisites

2.1 Administrator Privileges
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 Caution: All installation steps must be performed with a local administrator account.

Windows user accounts with administrator privileges for your installation are defined in the Resources and IT Infrastructure Plan (CM7ID_150).

	Local administrator account is used as defined in the Resources and IT Infrastructure Plan (CM7ID_150).
Account name:

Comment:
	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


2.2 PC Hardware Requirements 

The Requirements Overview (CM7ID_090) describes the hardware requirements.

	Hardware requirements are fulfilled.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


2.3 .NET Framework 3.5.1
The .NET 3.5.1 framework must be installed prior to the MS SQL Server 2014 SP2 installation. Otherwise the SQL Server setup will issue a warning and stop the setup. 
Follow the steps below to check whether .NET is present and, if necessary, to install .NET.
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Figure 1: Server Manager

1. Open the Server Manager and click Manage in the Server Manager menu bar. 

2. Click Add Roles and Features to check if the .NET framework is installed.

3. In the Add Roles and Features Wizard, navigate to the Installation Type area.
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Figure 2: Installation type

4. Select Role-based or feature-based installation (this option should already be selected by default).
5. Click Next.

6. No changes are required in the Server Selection area now shown. Navigate directly to the Features area.
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Figure 3: Checking .NET Framework availability

7. If the .NET 3.5.1 framework has not been installed (corresponding check box is empty), select the check box.
8. Click Next.
9. Depending on the Windows Server 2012 installation, the .NET source files may have to be installed from the installation medium. To do so: 
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Figure 4: Installing .NET Framework

a. Click Specify an alternate source path in the Confirmation installation selections dialog page.
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Figure 5: Specifying an alternate source path
b. Set the source path to the installation disc drive and specify the side-by-side store folder.
c. Click OK.
10. On the Confirm installation selections dialog page (Figure 4), click Install.
Installation begins, and is indicated by the Installation progress dialog page.
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Figure 6: Installation successful
11. Click Close once installation has been completed.
	    .NET 3.5.1:  ( was present  ( is installed as described above.
Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


3 Install MS SQL Server 2014 SP2
3.1 Start the Setup

12. Start the setup from the installation medium.

[image: image9.jpg]New SQL Server stand-alone installation or add features to an edsting instalation

Launch a wizard to install SQL Server 2014 in a non-clustered environment or to add
features to an evisting SQL Server 2014 instance.

New SQL Server failover cluster installation
Launch a wizard to install 2 single-node SQL Server 2014 failover cluster.

G A noteroa st st s
00 Launc  wizar o a mode to an esting SO Server 2014 lvercuster.

i Upgrade from SQL Server 2005, SQL Server 2008, SQL Server 2008 R2 or SQL Server 2012

Launch a wizard to upgrade SQL Server 2005, SQL Server 2008, SQL Server 2008 R2 or SQL
Server 2012 to SQL Server 2014.

Microsoft SQL Server2014





Figure 7: SQL Server Installation Center
13. In the left pane of the SQL Server Installation Center page, click Installation.

14. In the right pane, click New SQL Server stand-alone installation or add features to an existing installation.

	Setup started as described above.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


3.2 Product Key
You are now prompted to enter the product (license) key.
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Figure 8: Product Key
1. Enter the product (license) key.

2. Click Next.

Note: The product key is defined in the Resources and IT Infrastructure Plan (CM7ID_150).
	· Started new installation.

· Entered the product key as specified in the Resources and IT Infrastructure Plan (CM7ID_150).
Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


3.3 License Terms

You are now prompted to review the license terms.
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Figure 9: License Terms
1. Ask the customer to read the license terms.

2. If they agree to the contents, select the I accept the license terms check box. 

3. Click Next.

	The customer has accepted the license terms.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


	Title
	Printed Name
	Date 
	Signature

	Customer
	
	
	


3.4 Global Rules

Once you have accepted the license terms, the installation routine begins installing setup support files. 
The first step in this process is automatic verification of the Global Rules. 
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Figure 10: Global Rules
· If there are no issues, the installation routine automatically proceeds to the next step. 

· If issues are found, the Global Rules page indicates the items that need to be corrected before setup can continue. 
· Once you have corrected any issues, click Next.

Note: The items reviewed as part of the Global Rules check can vary depending on the operating system, but typically include, for example, whether the logged-in user has administrator access or whether there are reboots pending from other installation routines.
3.5 Microsoft Update

You are now asked whether you would like to activate Microsoft Update. Doing so enables the installation routine to check if there are any recommended updates for Windows or SQL Server 2014 that should be installed before continuing.
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Figure 11: Microsoft Update
1. Select the Microsoft Update check box. 

2. Click Next.
	( Microsoft Update selected  

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


3.6 Product Updates

The Product Updates page is shown if updates are available for download. 

Note: If an active Internet connection is not available, an error message is shown on this page. Click Next to continue to the next step.
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Figure 12: Product Updates
1. If updates are available, select the Include SQL Server product updates check box.

2. Click Next.

	( Product updates checked and selected  ( Could not search for updates

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


3.7 Install Setup Files

Auxiliary files and any updates necessary for installing SQL Server are now installed.
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Figure 13: Install Setup Files

The installation routine automatically proceeds to the next step. 
3.8 Install Rules
In this step, the installation routine checks additional installation prerequisites. Once the checks have been completed, an overview is shown.
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Figure 14: Install Rules
Note: A Microsoft .NET Application Security warning may be displayed if there is no internet connection. Ignore the warning and continue.
1. A Windows Firewall warning can be ignored (it will be handled later in Chapter 4). 
All other warnings and errors should be resolved before proceeding.

2. Once you have resolved any relevant errors or warnings, click Next.

	( No failures (except Windows Firewall)  ( Failures are corrected.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


3.9 Setup Role

In this step, you can select whether a custom or a standard installation should be performed.
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Figure 15: Setup Role
1. Select SQL Server Feature Installation to select the individual feature components to be installed. 
2. Click Next.
	SQL Server Feature Installation selected.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


3.10 Feature Selection

You are now prompted to select the required features in the Feature Selection dialog.
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Figure 16: Feature Selection
1. Select Database Engine Services and all Management Tools options.

2. Click Next.
Note: Choose the instance root directory as defined in the Resources and IT Infrastructure Plan (CM7ID_150).

	· Minimum features selected as described above.

· “Instance Root Directory” as defined in the Resources and IT Infrastructure Plan (CM7ID_150).
Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


3.11 Feature Rules

The setup now checks the installation process. 
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Figure 17: Feature Rules

1. If external components are missing as shown above, rectify this before continuing.

2. Once all necessary external components have been installed, click Next.
	( No failures  ( Failures are corrected.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


3.12 Instance Configuration

You are now prompted to define an instance name and ID for this installation.
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Figure 18: Instance Configuration

1. Select Named Instance and enter the name as defined in the Resources and IT Infrastructure Plan (CM7ID_150).
The Instance ID will automatically be the same as the name. The Instance ID identifies the installation directories and registry keys for the instance of SQL Server. Thermo Fisher Scientific recommends using the same name and ID to make the identification easier.
Note: You can also select Default instance. However, Thermo Fisher Scientific recommends using the Named Instance. If you name the instance, it can be found more easily on a large enterprise installation. Furthermore, this approach is more secure. For more information, see Section 4.1.
2. Click Next.

	· “Named Instance” selected. Entered name as defined in the Resources and IT Infrastructure Plan (CM7ID_150).
· “Instance Name” as defined in the Resources and IT Infrastructure Plan (CM7ID_150).
· “Instance ID” is the same as the name.
Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


3.13 Server Configuration

You are now prompted to configure the server. 

In accordance with best practices for SQL Server security, Microsoft recommends configuring the SQL Database Services with a domain account with normal user privileges on the server. 
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Figure 19: Server Configuration
Enter the account details for the SQL Server Agent and for the SQL Server Database Engine as defined in the IT Resources and IT Infrastructure Plan (CM7ID_150).

Note: If an account is not available, use the built in windows account NT AUTHORITY / NETWORK SERVICE. 

Note: Chromeleon databases require Latin1_General and CI collation but this can be set per database and does not have to be the same as the server collation. As a result, no actions are required at this stage in the Collation tab.
	Accounts provided for both services as defined in the Resources and IT Infrastructure Plan (CM7ID_150).
Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


3.14 Database Engine Configuration

3.14.1 Server Configuration
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Figure 20: Server Configuration
15. In the Server Configuration tab, change the Authentication Mode to Mixed Mode. 

The built-in administrative account “sa” will be enabled. 
Note: If Windows authentication mode is selected, access to the SQL Server instance must be granted to machine accounts in addition to designated domain users. This is because Chromeleon services run under the LocalSystem account, so when domain access is required, the LocalSystem uses the machine account (<DOMAIN\MACHINE$>).

16. Enter the relevant password as defined in the Resources and IT Infrastructure Plan (CM7ID_150). This password should comply with company policy.
17. Click Add to select the relevant (local or domain) windows account for your installation.

This account must have SQL Server administrator privileges and should be the account specified in the IT Resources and IT Infrastructure Plan (CM7ID_150) for your installation.

18. Open the Data Directories tab.
	· “Mixed Mode” activated

· “sa” password created as defined in the Resources and IT Infrastructure Plan (CM7ID_150).

· SQL Server administrator configured as defined in the Resources and IT Infrastructure Plan (CM7ID_150).

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


3.14.2 Data Directories
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Figure 21: Data Directories

19. In the Data Directories tab, set the default data directories for user database files, transaction log files, temp database and log files, and backup files as defined in the Resources and IT Infrastructure Plan (CM7ID_150). 

Note: For performance reasons it is recommended to store database files and transaction log files on separate hard disks. Place the backup location on a separate partition or hard disk to ensure that server or database operation is not affected if the backup uses up the available disk space.

20. Click Next.
	Database directory paths specified as in CM7ID_150.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


3.15 Feature Configuration Rules
Note: If there are no issues, the installation routine automatically skips this dialog. 
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Figure 22: Feature Configuration Rules
1. Check whether the Feature Configuration Rules reports any failed rules or warnings.

2. Correct these if necessary. 
3. Click Next.

	( No failures  ( Failures and warnings are corrected.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


3.16 Ready to Install

The Ready to Install page summarizes all the items that will be installed. 
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Figure 23: Ready to Install
· Click Install to start the MS SQL Server 2014 SP2 installation.

· An Installation in Progress screen is then displayed. 

	( No failures  ( Failures are corrected.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


3.17 Installation Complete

Once MS SQL Server 2014 SP2 has been installed, the status is shown on the Complete page. 
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Figure 24: Installation complete

21. Close the SQL Server Setup. 

22. Manually reboot the computer (server) to complete the MS SQL Server 2014 SP2 installation if prompted to do so.

	· Installation Completed.

· Computer (server) rebooted.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


4 Firewall Settings

New inbound rules must be added to the server firewall to allow other computers to contact the SQL Server database. The firewall settings can be made in the Windows Server Manager.
Note: The information provided below describes how to configure fixed ports. If dynamic ports are required, this should be discussed with your IT department.
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Figure 25: New inbound firewall rule

23. Open the Server Manager. In the Server Manager menu bar, click Tools.
24. Select Inbound Rules.

25. Click New Rule.

	Started creation of New Inbound Rule for the Firewall.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


4.1 Rule Type

You are prompted to select the required rule type.
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Figure 26: Rule Type

1. Select Port as the rule type.
2. Click Next.

Note: In Section 3.12, the recommendation was to set up a named instance. 

· If a named instance is used, then a TCP (see Section 4.1.1) and a UDP port (see Section 4.1.2) must be defined in the firewall settings. 

· If a default instance name was used, only the TCP port must be opened if the default port is not changed. 

· The default instance of the database engine uses TCP port 1433, but by default 1433 is closed when Microsoft Windows enables the Windows Firewall. This prevents Internet computers connecting to a default instance of SQL Server on your computer. Connections to the default instance using TCP/IP are not possible unless you reopen port 1433 or specify and open an alternative TCP port.

· For named instances, UDP port 1434 must also be opened. This enables the SQL Server Browser service and allows users to connect to instances of the database engine that are not listening on port 1433, without knowing the port number. The SQL Server Browser service listens on this port for incoming connections to a named instance and then responds to the client with the TCP port number for the requested named instance.

	Rule type “Port” selected.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


4.1.1 TCP Protocol and Port

A TCP port is required for default and for named instances.

Protocol and Ports
To configure a TCP protocol and port, proceed as described below.
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Figure 27: Protocol and port settings
26. Select TCP.
27. Select the option Specific local ports and enter the value specified in the Resources and IT Infrastructure Plan (CM7ID_150).
1433 is the standard port for SQL Server connections and is commonly used for default instances. 
If this port is already in use, e.g. if the SQL Server already has a default instance, then specify another available port. 

Tip: To check if port 1433 is already in use, open the command prompt and enter the following command: 

netstat –a | find "1433". To indicate that the port is currently not in use, no results should be returned.
28. Click Next.

	· “TCP” selected.

· “Specific local ports” selected.

· Port number specified as described above.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


Action
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Figure 28: Action settings
1. Select Allow the connection.

2. Click Next.

Profile
[image: image31.jpg]Profile
‘Specty the profies for which his e appies.

Steps:

Rule Type
Protocol and Ports
Acton
Pufle

When does this e apply?

[¥] Domain
Applies when a computers connectedto s corporate domain.
[ Private.
w;:u.w-w“mmnmemm such as  home
[ Public
Applies when a computers connectedto a public network location.





Figure 29: Profile settings
1. Select Domain.

2. Click Next.

	· Action Allow the connection selected.

· Profile Domain selected.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


Name
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Figure 30: Name settings
1. Enter a meaningful name for the new firewall rule as defined in the Resources and IT Infrastructure Plan (CM7ID_150), for example SQL Server <Instance Name>.
2. Optionally, enter a description. 
3. Click Finish.
The new rule is now available in the list of inbound rules: 
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Figure 31: New inbound firewall rule
	The rule is named as defined in the Resources and IT Infrastructure Plan (CM7ID_150).
The rule is present in the list of Inbound Rules.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


4.1.2 UDP Protocol and Port
A UDP port is only required for named instances. 

Protocol and Ports

To configure a UDP protocol and port, proceed as described below.
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Figure 32: Protocol and port settings
29. Select UDP.
30. Select the option Specific local ports and enter the value specified in the Resources and IT Infrastructure Plan (CM7ID_150).
1434 is the standard port for SQL Server connections and is commonly used for default instances. 

If this port is already in use, e.g. if the SQL Server already has a default instance, then specify another available port. 

Tip: To check if port 1434 is already in use, open the command prompt and enter the following command: 

netstat –a | find "1434". To indicate that the port is currently not in use, no results should be returned.
31. Click Next.

	· “UDP” selected.

· “Specific local ports” selected.

· Port number specified as described above.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


Action
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Figure 33: Action settings
1. Select Allow the connection.

2. Click Next.

Profile
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Figure 34: Profile settings
1. Select Domain.

2. Click Next.

	· Action Allow the connection selected.

· Profile Domain selected.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


Name
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Figure 35: Name settings
1. Enter a meaningful name for the new firewall rule as defined in the Resources and IT Infrastructure Plan (CM7ID_150), for example SQL Browser <Instance Name>.
2. Optionally, enter a description. 

3. Click Finish.

The new rule is now available in the list of inbound rules: 
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Figure 36: New inbound firewall rule
	The rule is named as defined in the Resources and IT Infrastructure Plan (CM7ID_150).
The rule is present in the list of Inbound Rules.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


5 TCP/IP Protocol for SQL Server

Configuration of the TCP/IP protocol, to make the server listen on the specified port, is required. Follow the steps below.
32. Click the Windows Start button.

33. Open the list of applications and select Microsoft SQL Server 2014 > SQL Server 2014 Configuration Manager. 
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Figure 37: TCP / IP properties
34. Select SQL Server Network Configuration (32-bit) > Protocols for <Instance Name>.

35. Double-click TCP/IP.
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Figure 38: TCP / IP properties
36. In the TCP/IP properties dialog, ensure Enabled is set to Yes in the Protocol tab.

37. Open the IP Addresses tab.
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Figure 39: TCP/IP properties - IP addresses
38. Remove any entries from the TCP Dynamic Ports field in all sections.

39. Set the value in the TCP Port field to 1433 in all sections. 
If another port has been defined in the firewall settings (see Section 4.1.1), use this port number instead.

40. Once all changes have been completed, click OK. 
A message is now shown indicating that you must restart the service for the settings to take effect.
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Figure 40: Warning when applying TCP/IP Settings

41. To restart the SQL Server service, select SQL Server services in the left pane of the Sql Server Configuration Manager (Figure 41).
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Figure 41: Restarting SQL Server Service

42. In the right pane, select the correct SQL Server <Instance Name>.

43. Restart the service using the restart icon in the toolbar.

	· Protocol: Enabled = Yes.

· TCP Dynamic Port Settings removed.

· TCP Ports set.

· SQL Server Service restarted.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


6 Testing the SQL Installation
After completing the SQL installation, check if the installation is correct.

6.1 SQL Server Service

1. In the Server Manager, select Tools > Services.
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Figure 42: SQL Server service status
1. Check whether the SQL Server Service is Running.

	The SQL Server Service has started.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


6.2 SQL Server Management Studio

44. Click the Windows Start button.

45. Open the list of applications and select Microsoft SQL Server 2014 > SQL Server 2014 Management Studio. 
46. User settings are loaded and the Connect to Server prompt is displayed. 
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Figure 43: Starting SQL Server Management Studio

47. Select the server type Database Engine.

48. Select the relevant server name.
49. Select SQL Server Authentication.
50. Enter the sa account credentials. Refer to CM7ID_150 for details.
51. Click Connect.

	SQL Server Management Studio could be started as described above.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


6.3 Query
Check if a simple query such as “select @@VERSION” can be run from the management studio.
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Figure 44: Running a query
1. Right-click the relevant database instance in the Object Explorer and select New Query.
2. Enter the query as shown in the SQLquery area (see right).

3. Hit F5 to run the query. 

The result is shown in the Results area.

	A query could be performed as described above.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


6.4 Testing the Connection from a Client Computer
After finishing all installation tasks on SQL Server, the accessibility of the server should be tested from a client computer.

52. On a client computed, create a new text file on the desktop and rename it to test.udl (make sure that it is really named “test.udl” and not “test.udl.txt”).

53. Double-click the new file. This will open a window called Data Link Properties.
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Figure 45: Creating a data link
54. In the Provider tab, select the entry for SQL Native Client.

55. In the Connection tab: 

a. Enter or select the required <DB server name>.
b. Select Use a specific user name and password and provide the credentials for the sa user. Refer to CM7ID_150 for details.
c. Click Test Connection. 
This should return the following message:
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Figure 46: Connection test result
Tip: You can also test the SQL connection from a client computer by creating an ODBC connection.

	Test connection succeeded.

Comment:


	( OK
( N.A.
( DEV
( FAIL
( D/F Report 


7 Approvals

Thermo Fisher Scientific Representative: Approves by his/her signature that he/she performed all the installation and configuration steps as described/documented in this and in the referred documents/checklists.

Customer: Approves by his/her signature his/her acceptance of the performed installation and configuration steps as they were performed and documented.

	Title
	Printed Name
	Date
	Signature

	Thermo Fisher Scientific Representative
	
	
	

	Customer
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